Sanity on 6.0.4 release

|  |  |  |  |
| --- | --- | --- | --- |
| **Scenarios - HSDP** | **Nexus 4 - OS 5.1.1** | **iPhone 5c - 8.4.1** | **Comments** |
| Create Account | Pass | Pass |  |
| Verify the response code and response message while user logged in | Pass | Pass |  |
| Traditional Sign in - Verify if all the parameters related to refresh Secret displayed in the logs when Refreshing access token Eg:Refreshsignature,Refreshsignature date, Encrypted Refresh Secret value, Signed date, UUID etc | Pass | Pass |  |
| Verify if Refresh token is not displayed in the logs for traditional sign in. | Pass | Pass |  |
| Verify user must not be loggedout when we see "invalid access token" error | Pass | Pass |  |
| Verify the response code and response message while user logged out (Traditional and Social) | Pass | Pass |  |
| Verify if the user is able to refresh the session more than once (Traditional and Social) | Pass | Pass |  |
| Verify the social login must not have refresh signature, refresh signature date, refresh secret value compared to Traditional login as HSDP 1.6 doesn’t support this feature for social logins like google+,Facebook | Pass | Pass |  |
| Verify the social login must display access token, refresh token with appropriate values and not related to Refresh Secret | Pass | Pass |  |
| Verify the Traditional and Social by changing the date to Future/Past | Pass | Pass |  |